[bookmark: _GoBack]This assignment will force you to wipe your virtual environment to its initial state.  The goal of this assignment is to reflect on what has already been completed and to refine your skills with PowerShell.
Step #1 - Assuming you have a snapshot, revert your server and windows client to factory default
Step #2 - Research how to convert your server GUI to a server core and make the transition.  It can either be done by the GUI or CLI - it doesn't matter which you choose, but your research will need to reflect both options.  Is there anything interesting you found with your research?
Step #3 - If you don't have a snapshot for the win8 client, you can "un-join" the domain going through the same steps we did originally but selecting the radio button for Workgroup and setting the workgroup back to "WORKGROUP" will be sufficient.  Once finished, you will have successfully left the domain after you restart the computer
Step #4 - Up until now, you have been using the default network of 192.168.1.0/24.  For this assignment, the server and client will need to use an IP address that belongs to the 192.168.10.0/24 network. Doing this will cause certain things to "stop working" - like the router.  The pfsense LAN interface will need to modified to reflect the new gateway address.
This is the hostname / IP addresses that you need to use:
hostname for the server VM = DC01
IP Address for the server VM: 192.168.10.5/24
hostname for the client VM = WIN8
IP Address for the client VM: 192.168.10.10/24
Remember, both of these VM's need to be able to have internet access via our pfsense router.  Modify your network diagram from Lab2 to reflect your new Domain name, and IP address / hostname info.  
 ## setting the hostname / IP address must be done using powershell ##
Step #5 - Your new Server Core will need to have Active Directory installed and promoted to a full DC.  During the promotion process, you will be using a new domain name, your new domain will be:
SLATEID.lab (for example: pearcero.lab)
 ## installing the active directory role, and the promotion process must be done using powershell ##
Step #6 - You will join your windows client to your new domain
Step #7 - Create 2 Organizational units (Sales and Techs)
## creating the organizational units must be done using powershell ##
Step #8 - Create 2 Security Groups (secSales and secTechs).  The secSales group should be located inside the Sales OU, and the secTechs group should be located inside the Techs OU).
## creating the groups / users and user to group assignments must be done using powershell ##
Step #9 - Create 6 fictitious users.  You need to:
- ensure the users have a Full name
- ensure the users have a valid username
- ensure the users have a valid password assigned
- ensure their account is enabled
- ensure the users are able to log onto the domain from the win8 client
- have half of the users sit in the Sales OU - these users also need to belong to the secSales group
- have half of the users sit in the Techs OU - these users also need to belong to the secTechs group
## creating the groups / users and user to group assignments must be done using powershell ##
The submission requires all steps to be completed and documented from start to finish.  All screenshots, code and/or scripts need to be included into a single document and submitted before the dropbox deadline.

