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Question 1 (5 points)
Prepare a maximum of 2 pages where you compare (qualitatively) and contrast three of the design patterns studied in Module 3. Choose any three from the list. (Be precise; vague answers will not be accepted)

Question 2 (5 points)
Consider a system that includes a database client and two redundant database servers. Both database servers are identical: the first acts as a main server, the second acts as a hot backup in case the main server fails. The database client accesses the servers through a single component called a gateway, hence hiding from the client which server is currently being used. A separate policy object called a watchdog monitors the requests and responses of the main server and, depending on the responses, tells the gateway whether to switch over to the backup server.
What security design pattern(s) can be used to best describe this system architecture scenario? Justify your choice(s). (Be precise; vague answers will not be accepted).

Question 3 (5 points)
For each of the following design goals, indicate the candidate design pattern that you would consider satisfying that goal. For each of these, give a short explanation for why the design pattern you chose fits the situation. (i.e. don't just list the design pattern name -- explain your choice). (Be precise; vague answers will not be accepted).

· Given a legacy banking application, encapsulate the existing business logic component.
· Given a chess program, enable a monitoring component to switch planning algorithms at runtime, based on the opposing player's style and response time.
Question 3 (5 points)
Consider an application that must select dynamically an encryption algorithm based on security requirements and computing time constraints. Which security design pattern(s) (one or two at maximum) would you select for this scenario? Justify your choice(s). (Be precise; vague answers will not be accepted).
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