SPL-5 Instruction
What to do for this assignment:

1. Study Chapter 6 of the following digital book
http://www.saylor.org/site/textbooks/Information%20Systems%20for%20Business%20and%20Beyond.pdf
2. Study (read, understand, synthesize, retain, and apply) the slides provided. Research for more information for each topic covered.
[bookmark: _GoBack]Questions
· Describe the two types of threats to information systems security. What are they and how do they affect businesses?
· Give a real-life example (actual case) of social engineering, other than the one mentioned in the slides.
· List 3 types of malware. Give a well-known example for each type and briefly describe them.
· Describe phishing. Find an example.
· Describe a real-life DDOS attack.
· What are the three types of backups? Describe them briefly.
· Describe biometrics
· Describe VPN
· Describe the 3 types disaster recovery sites
What to submit:
1. A file containing the answers to the questions listed above (MS Word or other common document formats)
1. A short video presentation of any question (your choice) listed above. 
1. Upload the video to a cloud-based server, such as YouTube, or others
1. Submit the link to this assignment on Canvas. 
1. Do not submit the actual video file.
1. The link MUST NOT require a password or ID to access
1. It needs to be a video with audio. “Audio Only” is not acceptable.
1. "You" must be visible in the video, i.e., I need to be able to see you making the presentation. You should act like you are making a presentation to an audience in the class.
1. A narrated slide show is not acceptable. i.e., do not submit an animated PowerPoint slide. It needs to be converted to a video and uploaded to a cloud-based server.
1. You may use visual aids, such as clipboards, slides, or other objects in the video
1. The video should be at least 3 minutes. There is no maximum time limit.
1. The video presentation will be graded using the Grading Rubric 

