
 

ISE 510 Jones & Bartlett (JBL) Lecture Presentation and Assignment Guidelines and Rubric  
 
Prompt: There are four activities in this course that require you to log in to the Jones & Bartlett Learning website, where you will review a lecture presentation 
and complete an assignment. These activities occur in Modules One, Two, Six, and Eight. For each activity, you will download a Microsoft Word document from 
JBL, fill out your answers directly in the Word document, then submit the completed document to Blackboard. Navigate to your Jones & Bartlett Learning Lecture 
Presentation and Assignment website here.  
 
Review the lecture presentation and complete the assignments listed in the following modules: 
 

 Module One (Task 1-3):  
o Review Lecture Presentation: Risk Management Fundamentals 
o Complete Assignment: Application of Risk Management Techniques 

 Module Two (Task 2-2):  
o Review Lecture Presentation: Compliance Laws, Standards, and Best Practices  
o Complete Assignment: PCI DSS and the Seven Domains 

 Module Six (Task 6-2):  
o Review Lecture Presentation: Structuring a Computer Incident Response Team and Plan  
o Complete Lab Manual: Create a CIRT Response Plan for a Typical IT Infrastructure 

 Module Eight (Task 8-2):  
o Review the Lecture Presentation: Strategies for Mitigating Risk  
o Complete Lab Manual: Developing a Risk-Mitigation Plan Outline for an IT Infrastructure 

 
Note: When you purchase your course material bundle, you will receive an email from Jones & Bartlett Learning with your access to these materials. Information 
on purchasing your course material bundle is located in the course syllabus. 
 
Specifically, the following critical elements must be addressed: 
 

 Accuracy of responses 

 Integration and application of concepts 

 Articulation of responses 
 
Guidelines for Submission: Follow the submission guidelines laid out in the Jones & Bartlett Learning assignment prompt. For each activity, you will download a 
Microsoft Word document from JBL, fill out your answers directly in the Word document, then submit the completed document to Blackboard. Any sources must 
be cited according to APA style. 
 

https://moodle.jblcourses.com/course/view.php?id=2267


 

Instructor Feedback: This activity uses an integrated rubric in Blackboard. Students can view instructor feedback in the Grade Center. For more information, 
review these instructions. 
 

Rubric 
Critical Elements Exemplary (100%) Proficient (90%) Needs Improvement (70%) Not Evident (0%) Value 

Accuracy of 
Responses 

All questions included accurate 
responses 

Most, but not all, questions 
included accurate responses 

Some questions included 
accurate responses 

Questions did not include 
accurate responses 

50 

Integration And 
Application of 

Concepts 

Meets “Proficient” criteria and 
incorporates evidence 

Synthesizes connections among 
ideas while applying application 
of concepts to a larger security 
risk analysis and planning 
framework 

Makes simple connections 
among ideas and describes 
security principles with 
marginal detail 

Does not describe simple 
connections or apply accurate 
security principles to synthesize 
learning 

40 

Articulation of 
Response 

Submission is free of errors 
related to citations, grammar, 
spelling, syntax, and 
organization and is presented in 
a professional and easy-to-read 
format 

Submission has no major errors 
related to citations, grammar, 
spelling, syntax, or organization 

Submission has major errors 
related to citations, grammar, 
spelling, syntax, or organization 
that negatively impact 
readability and articulation of 
main ideas 

Submission has critical errors 
related to citations, grammar, 
spelling, syntax, or organization 
that prevent understanding of 
ideas 

10 

Total 100% 

 
 

http://snhu-media.snhu.edu/files/production_documentation/formatting/rubric_feedback_instructions_student.pdf

