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1. Topics: OS hardening Strategy Classification
2. Background Research
The conceptual idea of hardening of operating systems is aimed at trying to minimize the exposure of the computer to the current or even future threats. This is achieved by configuring the operating system and removing other applications and devices that are deemed unnecessary. In the current world, security by itself takes an increasingly predominant key role. This is attributed to the many challenges that the information technology industry is facing such as keeping the public confidence at the discovery of any vulnerabilities that may affect the system in any way. Software developers also have a huge task of designing programs and improving the existing ones to ensure that they are no susceptible to malware attack. Hardening of the operating system implies that a new server, which is perceived to be more secure, is deployed. It is worth noting that it is critical for any organization to take into consideration proper planning when acquiring private server of a virtual server before attempting to launch any web-based application on the same server.



3. Objective of the research
The core objective of this paper is to gather existing hardening strategies and classify them in a coherent fashion to enable readers to quickly identify the ideal approach based on the factors identified in the classification scheme. 

4. Problem statement
What are the best practices companies should follow for hardening systems based on their specific challenges (i.e. The factors you will use to create the classification scheme)? For example, what is the best hardening strategy for big companies? Small companies? Based on what?
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