
Introduction:  

 

Due to policy changes, personnel changes, systems changes, and audits it is often necessary to review 

and revise information security policies. Information security professionals are responsible for ensuring 

that policies are in line with current industry standards or information security laws and regulations. 

 

Task: 

A.  Develop new policy statements for the following sections of the attached “Heart-Healthy Insurance 

Information Security Policy”: 
1. New Users 
2. Password Requirements 

  
B.  Justify your modifications in parts A1 and A2 based on current industry standards or information 

security laws and regulations that are applicable to the case study. 
  
C.  When you use sources, include all in-text citations and references in APA format. 

 
Note: When bulleted points are present in the task prompt, the level of detail or support called for in the 

rubric refers to those bulleted points. 

 

Note: When using sources to support ideas and elements in a paper or project, the submission MUST 

include APA formatted in-text citations with a corresponding reference list for any direct quotes or 

paraphrasing. It is not necessary to list sources that were consulted if they have not been quoted or 

paraphrased in the text of the paper or project. 

 

Note: No more than a combined total of 30% of the submission and no more than a 10% match to any 

one individual source can be directly quoted or closely paraphrased from sources, even if cited correctly. 

 


