Bryan Tucker
Speaking from a personal standpoint I can tell you the military is rather far behind in the the biometric phase of security. Having a top secret clearance I have had access to some of the more secure areas in the Marine Corps and the most secure thing we use is a cipher lock and we are not allowed to take phones into those areas. We do use CAC cards with a pin associated with to access government computers but that is the extent.
When it comes to the government a quick google search will provide you with all the information you need. The FBI has actually been a leading innovator in biometrics and is charge of the national fingerprint collection (FBI.gov). They even go so far as to use DNA to identify people but perhaps not for security, at least not that they will tell you.
In the private sector banks ave become the leaders in embracing the biometric security systems and its mostly to protect their customers. A good example of this is banks in Japan adapting a fingerprint scan for the ATM machines to go along with the pin numbers making it a multi factor biometric security system. Another good example of the private sector embracing biometric security is Walt Disney World using biometrics with park passes so that only the original purchaser can use it and not pass it off to someone else. Other companies are doing things to ensure consumer information remains secure and it is clear that the private sector is embracing biometric security movement and running with it.
Bernat, Scott (2012 Aug 08). Biometrics: Enhancing Security in the Public and Private Sectors Retrieved from: http://www.asiapacificsecuritymagazine.com/biometrics-enhancing-security-in-the-public-and-private-sectors/
FBI Fingerprints and Other Biometrics Retrieved from: https://www.fbi.gov/services/cjis/fingerprints-and-other-biometrics














Gabriel Thompson

Biometric security systems are used all over the world in order to protect information that is critical to the organization. These systems are usually controlled by either the commercial industry or the public/governmental sectors. 
 
As we know, biometric systems rely on collected data that is put into a storehouse called a database. Both the governmental and commercial sectors use these databases in order to store their people's confidential information. Once the data has been collected, it is compared to scans that are received from a scanner. These scanners can include, fingerprints, finger, facial and retina scans. Since these are all complex scans and the parts of the body are not easily changed, it creates a high chance of success in security. 
 
The governmental forms of security systems can protect anything from the personal information or high-security buildings in the white house. These systems are critical to deterring threats from both foreign and domestic enemies. Many governmental programs for the public are beginning to rely on these systems to better identify their users. Passports will soon be transferring to digital certificates and Nigeria is even using them for the census this coming year. 
 
Commercially, smaller systems can be sold in stores for public use. These require much less technical skills for those who want to keep their data safe yet may not program professionally. Many companies can use these systems for shipping, marketing, inventory, and much more. The commercial sector of technology is very important because of much of our advancements from private companies. The government invents some new things here and there, but the major jumps in the past years come from firms who invest into new technology and sell to the government.
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Ryan Piol

Research then compare and contrast commercial and government biometric systems, products & components.
Commercial biometric systems are generally used to secure transactions or meet regulatory compliances.  Smart cards in particular are a popular commercial biometric trend. These cards are able to store data inside of a microchip. Data stored with in that chip is capable of storing private data such as financial, medical, and personal information (M-S 2009). The applications of a mobile data storage device with a biometric access control capability is the ideal product for commercial use. Smart cards are also able to display personal characteristics such a photo or name of a company logo. The chip inside the card is then used a biometric access card that can be used from both contact and non-contact form depending on the type of biometric reader.
Government biometrics emphasizes more on security to protect sensitive data and not as a means for monetary authorization transactions. Commericial and governmental entites both use every type of biometric modality: fingerprinting, facial recognition, iris and retina, signature, voice, and combinations of the types together. Government products like passports are headed the way of the smart card. The idea of a multi-governmental biometric database to keep track of citizens movements through multi-national  government cooperation is the goal. In the end, the only true difference betweeen commercial and government biometric systems is that one is designed to protect information of the consumer while the other focuses on national security.
Michigan State University. (2009). What is biometrics? Department of Computer Science and Engineering. http://biometrics.cse.msu.edu/info/
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