Social Networking
· Internet users build virtual communities based on common interests.
· Example YouTube video for makeup and beauty
· Facebook Page for workout movement
· People can establish old and new friendships
· High school or college friends
· Video games friends formed online
· Dating sites
Social Networking is said to be a phenomenon through which internet users build virtual communities based on common interests, activities, and established friendships. People can establish and maintain relationships and also find a way to express themselves through social networking. In these social networking sites, a person shares his or her age, interest, location, school, work, videos, photos and other information that is of interest to their friends
Employee’s use of social networks
· Imposes great risks to the organization
· Exposing sensitive information 
· Facebook apps have been reported to have malware hidden in them
· OSN games have also been said to have great risk in unauthorized access.
Employee’s use of social networks on work computers imposes great risk to the organization as this may result in sensitive information being accessible to outside threat. Example, most OSN games requires one to add other players, this enable access to location and allow Facebook to access to other users information. This is a threat because this may allow unauthorized access to the organizations critical information.
What can organizations do to mitigate risks?
· Educate their employees about security risk
· Malware infections
· Information leakage
· Implement OSN policies
· Outline the use of work computers
· Employers can also monitor and investigate employees compliance

In order to mitigate risks, employees can educate their employers on the importance of security the information of the organization. They can implement OSN policies that clearly outlines the use of organization computers. Although sometimes policies may not be enough to ensure compliance. Organization may monitor good practices and investigate employees in order to ensure compliance.


Add something’s about about privacy as well. 


A FEW REFERNCES THAT CAN BE USED:
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http://blog.socialcontentmarketing.com/7-ethical-dilemmas-faced-in-social-media-marketing/
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