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Security Technology Tools I
Case Assignment 
Based on the required reading materials and your own research, prepare a report to discuss the following topic:
Different types of firewalls
[bookmark: _GoBack]Your paper should address the following questions and issues that are related to the topic above.
1. Types of firewalls based on their processing modes.
2. The kinds of firewalls used in your organization or home. 
Assignment Expectations
2-3 pages double spaced.
Your paper should provide a summary of your findings from the assigned materials and any quality resources you can find. Cite all sources and provide a reference list at the end of your paper. The following items will be assessed in particular:
1. Ability to consolidate ideas from reading materials.
2. The report is written clearly and succinctly.
Upload your paper when it is done.
Please use at least one of the below sources.

FIREWALL
1. What is a firewall? 
· Elaboration of what a firewall is
· Networking 101: firewall
2. The five processing modes of firewalls: 
· Packet filtering 
· Packet filtering firewall introduction
· Packet filtering firewall continued
· More on this topic
· Application gateways—also known as proxy server 
· Application gateway firewall
· What is an application gateway?
· How a proxy firewall works
· Circuit gateways 
· What is circuit gateway firewall?
· How circuit gateway works
· MAC layer firewalls 
· Opinions about MAC layer firewall
· Hybrid firewall 
· What is a hybrid firewall?
· Hybrid firewall
3. Four common architectures of firewalls 
· Packet filtering routers
· Screened host firewalls
· Dual-homed host firewalls
· Screened subnet firewalls 
4. How to choose the right firewall 
· Mark Stuff (2011). How to choose the right firewall
· How to Choose a Firewall to Reduce Your Internet Security Risks from Unprotected Web Surfing
· bfebrian (2007). Choosing the right firewall: hardware or software firewalls
5. How to configure a firewall 
· How to configure a firewall, a beginner's guide
· Basic firewall configuration

